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Agenda

1. Regulatory History
2. Use Cases
3. Compliance

a. Many payers are still not yet live

4. App Registration
a. Some payers are live in name only, with no apps able to register successfully (or only with months 

or years of effort)

5. Prohibitive Access 
a. Patients are blocked from authorizing access or maintaining access

6. API Variability
a. Implementations are not uniform or standardized



Regulatory History



Relevant Rules and Laws

Federal

● CMS Interoperability and Patient Access (CMS-9115):
○ Required Patient Access APIs for Medicare Advantage, Medicaid, CHIP and federal exchange ACA plans
○ Did not require specific app registration processes, patient processes, implementation guides, or FHIR resources
○ Compliance Date: July 1, 2021

● CMS Interoperability and Prior Authorization (CMS-0057):
○ Adds prior authorization data to Patient Access APIs
○ Makes several implementation guides required or recommended (SMART, CARIN)
○ Compliance Date: January 1, 2027

● No Surprises Act (H.R.3630): 
○ Will likely add advanced EOBs to Patient Access APIs when rule on Good Faith Estimates is finalized

State:

● California SB-1419: 
○ Extends Patient Access APIs (and other APIs) to all lines of business
○ Compliance Date: January 1, 2025

● Tennessee SB-2012: 
○ Extends Patient Access APIs (and other APIs) to all lines of business



Use Cases



Why don’t patients use these APIs?

Apps based on the 
Patient Access APIs 
aren’t meant to replace 
a member portal. They 
serve supplemental and 
underserved use cases

Activation of members 
for patient access will 
always be lower/lag 
general member 
activation rates

Most payers have not 
informed their members 
that this capability is 
available in a “push” 
method or during open 
enrollment

Portal replacement Login ceiling Member awareness



Why do patients use these APIs?

A history of claims is 
useful for choosing the 
right plan at moments of 
decision making, such as 
talking to a Medicare 
broker.

Reducing cost of care is 
important to many 
stakeholders in value 
based care. Likewise, 
digital health solutions 
want to prove their 
efficacy.

Claims data is useful in 
assessing clinical trial 
eligibility or building real 
world evidence for novel 
treatments

Plan selection Reducing cost of care Finding treatment



Compliance



12%
Nearly three years after the initial date, payers 

representing over a tenth of the regulated population 
have no Patient Access solution live.



Compliance landscape

97% of Medicare 
Advantage patients can 
access their claims data

87% of ACA patients can 
access their claims data

82% of Medicaid 
patients can access their 
claims data

The Good The Bad The Ugly



Non-compliance
Largest payers without active 
solution

Public:

● State of Arizona
● State of Colorado
● State of Illinois
● State of Indiana
● State of Massachusetts
● State of Mississippi
● State of New York
● State of North Carolina
● State of Pennsylvania
● State of Texas

Private

● Blue Cross Blue Shield of Oklahoma
● Blue Cross Blue Shield of Illinois
● Blue Cross Blue Shield of Montana
● Blue Cross Blue Shield of New Mexico
● Blue Cross Blue Shield of Texas
● Blue Cross Blue Shield of North Dakota
● Sentara Health Plans
● SelectHealth



App Registration



Registration processes for payers are opaque, slow, 
and time-consuming at best.

At worst, they are simply inaccessible.

While most payers are compliant on paper, patients are still not able to use the app of their choosing.



23
Payers have Patient Access APIs that no app has been 

able to connect to  



App Registration Blockers

There are major blockers to apps scaling connectivity across all payers, meaning 
that patients have limited choice of apps and payers see low usage.

● No developer documentation or portal
● No test patients in sandbox or production
● Unresponsive approval administrators with no SLA
● Missing CapabilityStatement
● Missing Well-Known SMART Configuration
● Endpoint discovery



Prohibitive Access



Patient API use is hindered by a variety of obtuse 
processes

Payers deliberately or accidentally implement blockers to patient success 



Prohibitive Access

Patients must jump through many hoops to successfully authorize and maintain 
access, hindering conversion and use of apps.

● Some payers require creation of new digital accounts separate from portal 
accounts

● Patients must find hidden consents in their member portal before they can 
authorize for some payers

● Patients’ data is not available after authorization and needs 24 hours to sync 
to server

● Access periods may be too limited to actually pull a patient’s data
● Many payers do not support long-lived access through refresh tokens



Access blockers

● 1up Health payers
● Commonwealth 

Care Alliance
● Devoted Health
● Certain Edifecs 

payers
● Payers using ID.me 

as their IDP

● Capital Blue 
Cross

● Molina

● 52/321 payers 
support a usable 
access token 
period

● 79/321 payers 
support refresh 
tokens

Duplicate 
registration

Hidden consents
Access periods

Delayed data
● Independent 

Health
● Molina



API Variability



Custom implementations are the norm

● Only 53 payers are 
comformant with 
basic SMART 
features

● 17 unique locations 
to parse FHIR 
Patient ID

● At least 29 payers 
missing EOB support

● At least 35 payers 
missing Coverage 
support

All payers should 
support at least 
CareTeam, Condition, 
MedicationRequest, and 
Procedure.

Only 7 do in practice

SMART IG CARIN IG USCDI IG



Future improvement



Future Improvement

Rules and Laws - Future

● Apps struggle to be relevant if they cannot help all Americans. 
● Patients on employer based plans account for over half of Americans.
● Tri-agency work to expand to all lines of business or
● State by state expansion to all lines of business

Compliance

● Require listing endpoints in Lantern
● Framework for listing FHIR endpoints Endpoint directory implementations and 

frameworks - FHIR - Confluence (hl7.org)

https://confluence.hl7.org/display/FHIR/Endpoint+directory+implementations+and+frameworks
https://confluence.hl7.org/display/FHIR/Endpoint+directory+implementations+and+frameworks


Future Improvement
App Registration

● Reporting by payers to CMS of usage (required in CMS-0057)
● Requirements in CMS-0057 for use of SMART (should mean CapabilityStatements and 

well known SMART config are available)
● Attestation by payer and/or validation by CMS of app registration SLA

Prohibitive Access

● Attestation by payer and/or validation by CMS that end-to-end flow includes has no 
hidden consents, no data synchronization delays, and includes refresh token

API Variability

● Requirements in CMS-0057 for use of SMART
● Attestation by payer of Inferno results (www.inferno.healthit.gov) 
● Require CARIN IG, specific resources

http://www.inferno.healthit.gov


But we need to do so much more to make them 
useful.

Patient Access APIs are here



Full report available here

https://flexpa.substack.com/p/the-state-of-payer-patient-access



